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Device	life	cycle 2
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Mobile	Application 3

App	install	Over	Time
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Network	and	Phishing	Attacks 4

Network	Attacks
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Device	Security	Settings 5

Device	Security	Settings	Events

9 Unknown	app	sources 7 Device	data	not	encrypted

11 USB	debugging	enabled 0 Enhanced	Access	Control	is	not
enforced

3 Rooted

4 Jail-broken

0 Network	profiles	installed

0 Verified	Boot	disabled
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