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## VPN Client with SAML

Version information Windows 10 clients VPN gw: R80.40

## Tunnel Establishment

Authentication Flows


## Overview of authentication and creation of VPN connection

1. VPN client opens IPSec connection to VPN gateway (IKE Phase 1 Initiator packet)
2. VPN Gateway responds to IKE phase1 initiator packet

- ...if configured - initiates additional authentication challenges such as SmartPhone based biometrical methods
- ...verifies if user is member of a group defined as authorized in the Enterprise Application/Service Principal
- ...issues a SAML token

VPN client reconnects to the Gateway's multi-portal infrastructure and presents the SAML token. Gateway verifies the validity of the SAML token using IDP object configuration, and if successful, completes IKE Phase1. IKE Phase2 starts with IPSec SA setup (standard adherence IPSec connection establishment). PDP on the VPN gateway creates the Identity Session then, if sharing is configures, shares it according to the Identity Awareness configuration.

## Notes and References

- This solution requires specific minimum versions of the Check Point Security Manager, Security Gateway and Endpoint Security client
- See sk172909 for details of these minimum versions and configuration instructions:
https://supportcenter.checkpoint.com/supportcenter/portal?eventSubmit doGoviewsolutiondetails=\&solutionid=sk172909
- See also the Remote Access VPN R81 Administration guide:
https://sc1.checkpoint.com/documents/R81/WebAdminGuides/EN/CP R81 RemoteAccessVPN AdminGuide/Topics-VPNRG/Check-Point-VPN.htm
- Identity Awareness Administration Guide - SAML Authentication Flow
https://sc1.checkpoint.com/documents/R81.10/WebAdminGuides/EN/CP R81.10 IdentityAwareness AdminGuide/Topics-IDAG/SAML-Identity-ProviderConfiguration.htm?Highlight=saml

