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What are your top considerations when selecting a SASE solution? Choose all that apply.

User Experience
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Richness of security features

Solution cost
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Cloud SASE
Unmanaged Cloud
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Offices Data Center

Cloud-Based SASE
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2x faster internet security
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Shifting Paradigm: The only
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The Power
of Hybrid SASE
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220 Mbps

123 ms

The power of
Hybrid SASE

Other
vendors

125 Mbps
165 ms

The penalty of
cloud-only SASE
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Quantum Quantum
SD-WAN SD-WAN

Offices Check Point Gateway with integrated SD-WAN Data Center

Hybrid SASE With
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Internet Access: : .
® On-device & Cloud <) Private Access:

Device Posture Check

Firewall as a Service

SSL Inspection

Threat extraction Dedicated static IPs

Zero Phishing

Browser security

Harmony SASE Harmony
SASE
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Success Study: Deploying Harmony SASE for 6,000+

employee company over 1 weekend

Customer Profile: Manufactory company, USA Based
6,000+ employees
7+ sites in the United States & Europe

Customer Pain:  Using traditional and vulnerable remote access solution



Customer Pain: Using traditional and vulnerable remote

access solution.

« Zero Day vulnerability discovered in their existing VPN
» CISA issued directive to stop using their existing vendor

* Decided to implement Zero Trust and modern solution



Solution: Harmony SASE, Hybrid-SASE, Zero Trust

» Software as a Service model -> fully managed.
« Easy to Use and Implement, best user experience.

* Enterprise grade, best security.



Time line

POC Started POC Ended Successfully Full Deployment
15.1.2024 18.1.2024 22-29.1.2024

Monday Thursday Monday



Implementation Steps

1. Connecting the Identity Provider
2. Building the network & connecting the tunnels
3. Configuring the Private & Internet Access policies

4. Deploy the Agents using MDM



Connecting the lIdentity Provider

Harmony SASE

S What's New sed Help?
perimeter 81 & What's Ne ® Need Help

B Dashboard Identity Providers

Add Provider

£ Team >
Email and Password
[0 Devices > = (l)
Each user will log in with their email and selected password.
&% Networks
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| 3 Private Access >
|
@ Internet Access >
Okta
: o o o
| Domains; perimeter81.com 7 @
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| Active Sessions
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Tunnels Status = Microsoft Azure AD
Firewall Events Domains: checkpoint.com o ()
@ Objects v
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Services . .
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Custom URLs
= Settings v
Integrations

Identity Providers
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Building the network & connecting the Sites and DCs
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Harmony SASE

perimeter 81

Perimeter81
Partner

Overview

Dashboard

Team
Devices

Networks

Private Access

Firewall
Applications

Application Policies

Internet Access

Monitor & Logs
Objects

Settings

>

DemolLab

Create and edit networks that are interconnected to your environments. Learn More
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=)= London1
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& Partners Portal & What's New

@® Add Licenses

Available Gateway Licenses: 3/10

® Active
Access Groups Tags
P81 Customer Success, P... DemoLab

Tunnels

AWSHAO1

@ Firewalla
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CheckPointR81
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Configuring the policy

perimeter 81

Perimeter81
Partner

32 Overview

(B Dashboard

8 Team
[0 Devices

& Networks

& Private Access

Firewall
Applications

Application Policies

@ Internet Access.

“ Monitor & Logs

© Objects
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Settings

Harmony SASE

& Partners Portal

¥ Demolab (12 rules)

Name

Allow AWS

Allow NYC Office To Web

quy all

quy redis

Allow Lev access to AD

Deny all other to AWS and Azure

HTTP to Azure web app

tovyall

Action

© Allow

© Allow

© Allow

© Allow

© Allow

© Deny

© Deny

© Allow

Source Destination
@ Aws-vre & Any
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Service
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2 HTTPS
1 HTTP
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HTTP

& Any
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© Allow ~

@ Need Help?
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Deploying the agents — full rollout T

Harmony SASE

permeter 8

Status
@y Hermony sast & Partners Porta e @ ) & A Barsket' Secure Web Gateway
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Perimetersl - Downloads
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What the customer liked with Harmony SASE?

« Easy to use & to deploy, Fast experience
« Easy 1:1 migration from legacy solution to SaaS solution

» Best Security by Check Point



Q&AS




Thank You

For any question: amitbar@checkpoint.com



