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Lab Layout Check Point
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Check Point Security Manager controls all components.
Check Point infrastructure communicates over the
Internal management network (green).

The Threat Emulation appliance has a dedicated policy to
set its configuration and control which OS Images are

used. . 254 10 192.168.170.0 /24
The Test Computer is connected to the untrusted (grey)
254

network on a dedicated interface of the Security
Gateway.

The Test computer can contact the APl on the Security
Gateway, which will then refer files to the Threat
Emulation appliance for analysis.

The security administrator’s laptop has access to both -
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