Steps

Create Enterprise Application based on template “CheckPoint Remote Access VPN”

Home > Enterprise applications | All applications >

Browse Azure AD Gallery

{~ Create your own application B Got feedback?

The Azure AD App Gallery is a catalog of thousands of apps that make it easy to deploy and configure single sign-on (550) and automated user provisioning. When deploying :
leverage prebuilt templates to connect your users more securely to their apps. Browse or create your own application here. If you are wanting to publish an application you hav

Gallery for other organizations to discover and use, you can file a request using the process described in this article,
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1) Assign group “xxx” with users
2) Set up single sign on
a. ldentifier (Entity ID) (copy from new Identity Provider)
b. Reply URL (copy from new Identity Provider)
3) Download “Federation Metadata XML”
4) Upload “Federation Metadata XML” in new identity provider
5) Click OK and result is two errors

SmartCons

The following errors have been found:

€ VPN is not supported

) Incorrect fields in SAML service

Please fix these errors before attempting to save changes.
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For configuration instructions, dick the help button @ above.

Data required by the SAML Identity Provider
Gateway: = cluster - /

Service: Remote Access VPN - /
Enter the following data in the provider's website:

Identifier (Entity ID):  https://212.159.228.181/saml... [ l/
Reply URL: https://212.159.228.181/saml... ﬁ.,/

Data received from the SAML Identity Provider
Enter data for the fields below based on your provider data:
® |mport Metadata File: ] Import From File...
Insert Manually
Identifier (Entity 1D):
Login URL:

Certificate File: (]

®# Add Tag




